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3. Constructive approach to cryptography
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## Adversary

$A \longrightarrow B$
$A \longrightarrow B$
$A \bullet B$
$A \bullet \bullet B$
(insecure) channel from $A$ to $B$
secret channel from $A$ to $B$
authentic channel from $A$ to $B$
secure channel from $A$ to $B$ (secret and authentic)
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## Adversary

$A \longrightarrow B$
$A \longrightarrow B$
$A \bullet B$
$A \bullet B$
$A \Longleftrightarrow B$
$A \Longrightarrow B$ the key, but $B$ does not know who holds the key.
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## The e-calculus (for channels and keys)

Calculus

- for the design and analysis of cryptographic protocols
- cryptographic scheme = security transformation
- precise semantics (later)
- security proof by composition

Illustrates:

- the relevant properties of various cryptographic systems
- limitations of cryptography
- role of protocols such as public-key certification
- role of trust
- necessary and sufficient conditions for key management in distributed systems
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Attention:
$A \bullet B$
$\xrightarrow{\mathrm{KT}}$
$A \Longleftarrow B$
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Key expansion:
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Goal:

$$
\left.\begin{array}{c}
A \Longleftrightarrow B \\
A \longrightarrow B
\end{array}\right\} \quad \xrightarrow{? ? ?} \quad A \bullet \bullet B
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Key expansion:
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Encrypt-then-MAC:


Applies to computational and inform.-th. security.

$$
A \bullet B\} \quad \subset \quad A \bullet B
$$

MAC-then-encrypt:

$$
\begin{array}{lll}
\left.\begin{array}{c}
A \longrightarrow B \\
A \longrightarrow B
\end{array}\right\} & \xrightarrow{\mathrm{SYM}} & A \longrightarrow B \\
\left.\begin{array}{c}
A \longmapsto B \\
A \longrightarrow
\end{array}\right\} & \xrightarrow{\longrightarrow} \mathrm{MAC} & A \longmapsto B
\end{array}
$$
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## Key agreement in e-calculus

$$
\begin{aligned}
& \left.\begin{array}{l}
A \bullet B \\
A \longleftrightarrow B
\end{array}\right\} \quad \stackrel{\mathrm{KA}}{\longrightarrow} \quad A \longmapsto B \\
& \left.\begin{array}{l}
A \bullet B \\
A \longleftrightarrow B \\
A-Q \rightarrow B
\end{array}\right\} \quad \xrightarrow{\text { QKD }} \quad A \longmapsto B \\
& \left.\begin{array}{l}
A \longrightarrow B \\
A \longleftrightarrow B
\end{array}\right\} \quad \xrightarrow{\mathrm{KA}} \quad A \Longrightarrow B
\end{aligned}
$$

Note: Conservation law of e-calculus.
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Impersonation attack: The adversary sends a fraudulent message before observing the real message.
Success probability: $P_{I}$
Note: $\quad P_{I} \geq|\mathcal{M}| /|\mathcal{C}|$.
Substitution attack: The adversary sends a fraudulent message after observing a correctly auth. message.
Success probability: $P_{S}$
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Example 1: $M \in\{0,1\}, \quad C=M \| K \quad P_{I}=2^{-k}, \quad P_{S}=1$
Example 2: $M \in\{0,1,2\}$
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\begin{gathered}
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\begin{gathered}
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## Authenticating an $\ell$-bit message with a $k$-bit key

$$
\left.\right\} \quad \stackrel{\text { ITA }}{ } \quad A \bullet \stackrel{\ell}{\longrightarrow} B
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Examp
Q: Is a lower cheating probability possible?
Examp

Q: What about longer messages?

$$
\begin{gathered}
C= \begin{cases}1 \| K_{1} & \text { if } M=1 \\
2 \| K_{0} \oplus K_{1} & \text { if } M=2\end{cases} \\
P_{I}=2^{-k / 2}, \quad P_{S}=2^{-k / 2}
\end{gathered}
$$

Example 3: $M \in G F\left(2^{k / 2}\right), \quad C=M \cdot K_{1}+K_{0}$
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## Message polynomials:
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\begin{aligned}
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Q: Trade-off between $\ell, k, s$ ?
Block length $n$, field $F=$ Q: Trade-o
$m=\left[m_{b-1}, \ldots, m_{1}, m_{0}\right], \quad \ell=b n$
$K=K_{1} \| K_{0}$,
$k=2 n$
Authentication scheme (ITA): $C=M \| q_{M}\left(K_{1}\right)+K_{0}$
Theorem: $P_{I}=P_{S}=b \cdot 2^{-n} ; \quad s=\frac{k}{2}-\log (2 \ell / k)$
Message polynomials:

$$
\begin{aligned}
& p_{m}(x)=m_{b-1} x^{b-1}+\cdots m_{1} x+m_{0} \\
& q_{m}(x)=x \cdot p_{m}(x)=m_{b-1} x^{b}+\cdots m_{1} x^{2}+m_{0} x
\end{aligned}
$$

## Authenticating an $\ell$-bit message with a $k$-bit key

$$
\left.\begin{array}{ll}
A \xrightarrow{k} & B \\
A \xrightarrow[\longrightarrow]{l} & B
\end{array}\right\} \quad \xrightarrow{\text { ITA }} \quad A \bullet B
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Goals of abstraction:

- eliminate irrelevant details, minimality
- simpler definitions
- generality of results
- simpler proofs, elegance
- didactic suitability, better understanding Irs, ...
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## Levels of abstraction

\# level

## concepts treated at this level

0. Constructions
composability, construction trees
1. Abstract systems composability proof
2. Discrete systems I/O bahavior, indistinguish. proofs
3. System implem. complexity, efficiency, asymptotics encoding n-bit noisy channel decoding


## Levels of abstraction

| $\#$ | level | concepts treated at this level |
| :--- | :--- | :--- |
| 0. | Constructions | composability, construction trees |
| 1. | Abstract systems | composability proof |
| 2. | Discrete systems | I/O bahavior, indistinguish. proofs |
| 3. | System implem. | complexity, efficiency, asymptotics |

```
system EncryPT
    read }x\mathrm{ at outside interface
    read }k\mathrm{ at inside interface
    c}\leftarrow\operatorname{enc}(x,k
```


## Abstraction levels in algebra:

1. Abstract group: $\left\langle G, \star, e,(\cdot)^{-1}\right\rangle$
2. Instantiations: Integers, real number, elliptic curves
3. Representations: e.g. projective coordinates for ECs
4. Abstract systems composability proof
5. Discrete systems

I/O bahavior, indistinguish. proofs
3. System implem.
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## Security?

## Constructive cryptography

## One-time pad:



Security [Shannon]: $\mathbf{I}(\mathbf{C}, \mathbf{M})=0$ (perfect secrecy)

## One-time pad in constructive cryptography
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| $\$$ |
| ---: |
| $\operatorname{sim} \dagger$ |
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Draws on work by [Goldreich-Micali-Wigderson85], [Canetti01], [Pfitzmann-Waidner], [M.-Schmid96], ...

otp-dec ${ }^{B}$ otp-enc ${ }^{\text {A }}[\mathrm{KEY}, \mathrm{AUT}] \equiv$ sim $^{\mathrm{E}}$ SEC as a construction: [KEY, AUT] $\xrightarrow{\text { OTP }}$ SEC
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## Key agreement in CC


sim $\frac{\square}{\square}$
[AUT, AUT’] $\xrightarrow{\text { DifHel }} \mathrm{KEY}$

## Key agreement in CC (i.t. security)
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## Key agreement in CC (i.t. security)


sim $\frac{\square}{\square}$
[AUT, AUT', $\left.\mathrm{P}_{\mathrm{XYZ}}\right] \xrightarrow{\text { KA PD }} \quad \mathrm{KEY}$

## Key agreement in CC (i.t. security)


sim $\frac{\square}{\square}$
$\left[A U T\right.$, AUT', $\left.\mathrm{P}_{\mathbf{X Y Z}}\right] \xrightarrow{K A P D}{ }_{\mathrm{KEY}}$

Key agreement in CC (i.t. security)


Theorem: $\mathbf{H}(\mathrm{KEY}) \leq \boldsymbol{\operatorname { m i n }}(\mathrm{I}(\mathrm{X} ; \mathrm{Y}), \mathrm{I}(\mathrm{X} ; \mathrm{Y} \mid \mathrm{Z}))$ if $\epsilon=0$.

sim $\frac{\square}{\$ 1}$
$\left[\right.$ AUT, AUT', $\left.\mathrm{P}_{\mathbf{X Y Z}}\right] \xrightarrow{\mathrm{KAPD}}{ }^{\epsilon} \mathrm{KEY}$

Key agreement in CC (i.t. security)

| kap_A | AUT | kap_B |  |  |
| :--- | :--- | :--- | :--- | :--- |
|  |  | $\Sigma_{\text {E }}$ |  |  |

Theorem: $\mathbf{H}(\mathrm{KEY}) \leq \boldsymbol{\operatorname { m i n }}(\mathrm{I}(\mathrm{X} ; \mathrm{Y}), \mathrm{I}(\mathrm{X} ; \mathrm{Y} \mid \mathrm{Z}))$ if $\epsilon=0$.


Theorem: $\quad \epsilon \geq \mathbf{f}(\mathbf{H}(\mathrm{KEY})-\mathbf{I}(\mathrm{X} ; \mathrm{Y} \mid \mathrm{Z}))$

$\operatorname{sim} \square$
[AUT, AUT', $\left.\mathbf{P}_{\mathbf{X Y Z}}\right] \xrightarrow{\mathrm{KAPD}_{8} \epsilon} \mathrm{KEY}$

## Composition: an example
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## $\xrightarrow{\text { DifHelqSYM }}$ SEC

## Composition: an example

$[$ AUT, AUT']
$[\mathrm{KEY}$, AUT"] $\xrightarrow{\xrightarrow{\text { DifHel }}} \quad$ KEY

## $\xrightarrow{\text { DifHeloSYM }}$ SEC

$\xrightarrow{\text { QKDoOTP }}$
SEC

## Composition: an example

$\left.\begin{array}{lll}\text { [AUT, AUT’] } & \xrightarrow{\text { DifHel }} & \text { KEY } \\ {[\text { KEY, AUT"] }} & \xrightarrow{\text { SYM }} & \text { SEC }\end{array}\right\} \Rightarrow$

## $\xrightarrow{\text { DifHeloSYM }}$ SEC

$\xrightarrow{\text { QKDopTP }}$ SEC

Attention: Quantum Key Distribution, though proven secure, did not compose before 2005 [KRBM07,Renner05]

## Composition: an example



$$
[K E Y, I C, Q C] \xrightarrow{I T A \circ Q K D \circ I T A \circ O T P} \text { SEC ?? }
$$

$\xrightarrow{\text { QKDootP }}$ SEC

Attention: Quantum Key Distribution, though proven secure, did not compose before 2005 [KRBM07,Renner05]
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Definition: A construction is composable if

$$
\mathbf{R} \xrightarrow{\alpha} \mathbf{S} \wedge \mathbf{S} \xrightarrow{\beta} \mathbf{T} \Rightarrow \mathbf{R} \xrightarrow{\alpha \circ \beta} \mathbf{T}
$$
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## Proof of composition (for ABE-setting)

Definition: A construction is composable if

$$
\mathbf{R} \xrightarrow{\alpha} \mathbf{S} \wedge \mathbf{S} \xrightarrow{\beta} \mathbf{T} \Rightarrow \mathbf{R} \xrightarrow{\alpha \circ \beta} \mathbf{T}
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$$
=
$$



## Proof of composition (for ABE-setting)

Definition: A construction is composable if
$\mathbf{R} \xrightarrow{\alpha} \mathbf{S} \wedge \mathbf{S} \xrightarrow{\beta} \mathbf{T} \Rightarrow \mathbf{R} \xrightarrow{\alpha \circ \beta} \mathbf{T}$


Generalizations of the ABE-setting:

- $\mathrm{n} \neq 3$ parties
- any party can be dishonest


## Thank you!
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